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Benefits of Citrix technology
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Traditional Bathy Database Processes

f (survey specifications, contractor techniques, field costs/time)

f (survey complexity, QC processes, feature database creation)

f (database modelling, data application, data density, updating) 
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f (hurricane response, flooding, defence, industry, oil spills, etc) 

Traditional Bathy Database Processes

Field Data

Shorebase Data

Source Database
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Product Database
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Survey Vessel

Human Resource Mgmt

Traditional Bathy Database Processes

Shore / Survey 

Shorebased
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Shorebased

Inherent challenges of current systems

• Data transfer/exchange difficulties 

• Need to make multiple local copies of data• Need to make multiple local copies of data, 

• Team collaboration difficulties, 

• IT overhead related to local stations 

(deployment/configuration/maintenance/backup), 

• Data security on laptops/removable drives

6

Data security on laptops/removable drives,

• Efficient use of software licensing, 

• Computing power requirements of local stations 
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Virtual desktop technology

CARIS, QPS, IVS, Hypack
ESRI, 7Cs, Atlis, HydroService

Oracle
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Consolidation of physical 
computing resources onto fewer 
hardware servers that host virtual 

machines.

Virtual desktop technology

Citrix virtual desktop technology works by sending only the screen data 
from the central server  to remote workstations. The server can host a 
number of “virtual machines”.  In effect, the remote machine is a thin client  
and sees the screen of the virtual computer to be controlledand sees the screen of the virtual computer to be controlled.

Remote application
using Citrix
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3G Cell phone connection to central server

Thin Client Laptop
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System Configuration
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Citrix Global Presence

Citrix Business Partners Citrix Users

“97% of Fortune Global 100 Now Use Citrix Software”

USA
All 20 of the largest U.S. federal agencies
All 10 of the top U.S. banks
All 10 of the top U.S. automotive manufacturers
All 10 of the top U.S. healthcare organizations
All 10 of the top U.S. Oil and Gas companies

Europe
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Europe
All 10 of the top banks
All 10 of the top chemical companies
All 10 of the top telecommunications service companies
9 of the top 10 high-tech companies
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Centralized data storage, application deployment 
and access controls

Benefits – Data Management

• data is often one of the most valuable assets for any organization and 
should be protected at all times both from accidental destruction/corruption 
and unauthorized assess/release 

• centralizing data storage and providing adequate access controls is the 
cornerstone of Citrix’s platform with a view that data can be more 
effectively protected and managed when located on central servers 
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y p g
where central data security policies can be much easier applied

Data access versus data exchange

• physically exchanging data between various parties makes data 

Benefits – Data Security

p y y g g p
vulnerable to a variety of security threats

• Independent Computing Architecture (ICA) is a proprietary encrypted 
protocol designed by Citrix which is used to facilitate remote access to 
data via applications.  ICA never transmits the actual data but rather 
an optimized replica of the screen is transmitted to the end users 

Thi h li i t th it th t i t d ith d t
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• This approach eliminates the security threats associated with data 
transfers whether electronic of physical since data remains safely at the 
central servers and cannot be destroyed or copied without an 
authorization
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User identification and authorization methods

• A variety of user identification options are attainable, from basic to 

Benefits – User Security

y p ,
enterprise grade.

Granular control over user access rights and 
access scenarios

• This architecture is a true multi-user solution which permits 
implementation of variety of multi-level access scenarios
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implementation of variety of multi-level access scenarios

• it also provides centralized tools for user access management, 
advanced access control and password management 

Data control

Li iti th h i l t f d t f k t ti t

Benefits – Data control

• Limiting the physical movement of data from workstation to 
workstation and/or location to location

• Limiting the need to manage various copies of data

• using centralized data storage and remote application access can 
greatly reduce such risk by not only limiting exposure to laptop 
theft and hard drive failure as well as being able to more 
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t e t a d a d d e a u e as e as be g ab e to o e
effectively protect it
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Benefits - Other

Optimization of Resources
• Training
• Bottlenecks
• Geographic• Geographic
• Independent

Optimization of Infrastructure
• System configuration
• Software allocation
• Hardware allocation
• Version Control
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Efficiencies
• Shipping Delays
• Data Management
• Collaboration
• QC

Our Experience - Now

Vancouver

France
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Toronto
Halifax



13/12/2010

9

In The Future ??? (reduce bunk space)

Thin Client

Central Server

IIC T h l iIIC Technologies

www.iictechnologies.com


